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1. Introduction to Medusa 

A. The Medusa Ransomware Gange 

A new name has emerged in the evolving landscape of cyber threats, causing ripples 

across two critical sectors: education and healthcare. This entity, known as Medusa, has 

quickly gained notoriety for its targeted and sophisticated cyberattacks. The group's 

moniker, drawn from the mythological figure Medusa, symbolizes their attacks' 

paralyzing effect on organizations, rendering systems and data access as frozen as stone. 

  

B. The Group's Modus Operandi 

Medusa, though relatively new to the scene, has established a pattern of bold and cunning 

attacks. Their operations predominantly focus on ransomware attacks, malicious software 

designed to block access to a computer system until a sum of money is paid. However, 

what sets Medusa apart is their strategic choice of targets and the thoroughness of their 

attacks. 

 

C. Known Operations and Targets 

Their primary targets have been school districts and various entities within the medical 

industry, including hospitals, laboratories, dental practices, and health insurance 

companies. These sectors are chosen for their critical nature and the sensitive data they 

hold. In schools, this includes personal information of students and staff, financial 

records, and academic data. In the healthcare sector, the stakes are even higher with 

access to patient records, sensitive health information, Social Security Numbers, and 

crucial operational data of medical facilities. 

 

These attacks are not just incidents of data theft or temporary disruptions. The 

implications are far-reaching, affecting individuals' privacy, institutions' financial 

stability, and trust in these essential services. Medusa’s activities have shed light on the 

vulnerabilities present in these critical sectors, revealing an urgent need for heightened 

cybersecurity measures. 
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2. Origins and Operational Tactics 

A. Emergence and Evolution 

The exact origins of Medusa are shrouded in mystery, a common trait among 

cybercriminal groups seeking to avoid detection and prosecution. However, Medusa's 

formation was believed to be a convergence of skilled hackers with expertise in 

ransomware and data breaches, possibly splintering from other known cybercriminal 

organizations. Their emergence was first noticed in the digital underworld forums, where 

their distinct approach to cyberattacks quickly set them apart. 

Initial Operations 

 

Medusa's early operations were marked by small-scale yet highly targeted ransomware 

attacks. These initial forays served as a testing ground for their tactics and provided 

information about potential vulnerabilities in their chosen sectors. They quickly learned 

to exploit weaknesses in outdated security systems, often found in educational and 

healthcare institutions that lacked robust IT infrastructure. 

Adoption of Advanced Tactics 

 

As they evolved, Medusa began incorporating various sophisticated cyberattack methods, 

aligning with tactics described in the MITRE ATT&CK framework—a globally 

accessible knowledge base of adversary tactics and techniques based on real-world 

observations. 

 

B. Key Tactics Used by Medusa: 

I. Initial Access: Gaining entry into networks through phishing, exploiting 

public-facing applications, and using valid accounts obtained through various 

means. 

 

II. Execution: Deploying ransomware through scripts or user execution, often 

tricking users into running malicious software. 

 

III. Persistence: Ensuring continuous access to the victim's network, even through 

system restarts and changes, often using valid accounts and web shells. 
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IV. Privilege Escalation: Gaining higher-level permissions to move freely across a 

network and access sensitive data. 

 

V. Defense Evasion: Avoiding detection through obfuscation, deletion of logs, 

and using encryption to conceal command and control traffic. 

 

VI. Credential Access: Stealing user credentials to facilitate lateral movement 

within a network and to access further sensitive information. 

 

VII. Discovery: Mapping out the victim's environment to identify valuable data and 

systems for exfiltration or encryption. 

 

VIII. Lateral Movement: Moving through the network to control remote systems 

and perform tasks while avoiding detection. 

 

IX. Collection: Aggregating valuable data from multiple sources within the 

victim's network. 

 

X. Exfiltration: Transferring the collected data out of the network, often to 

leverage in ransom negotiations. 

 

XI. Impact: The final and most devastating phase, where data is encrypted or 

disrupted, demands a ransom for its release or restoration. 
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3. Impact on School Districts 

A. Vulnerability of School District Systems 

School districts are increasingly becoming targets for cybercriminals like Medusa, 

primarily due to their often underfunded and outdated IT infrastructure. In some states, 

budget cuts have exacerbated this vulnerability. For example, districts like Oklahoma and 

Kansas have faced significant budget constraints, leading to a lack of investment in 

robust cybersecurity measures. These budgetary limitations often result in outdated 

software, lack of regular system updates, and insufficient training for staff on 

cybersecurity awareness, making schools an easier target for cyberattacks. 

 

B. Risks and Consequences of Data Breaches 

The potential risks of a data breach in a school district are significant and multifaceted. A 

successful attack can lead to: 

 

I. Loss of Sensitive Data: Personal information of students, parents, and staff, 

including addresses, birth dates, and even health information, can be exposed. 

 

II. Financial Loss: School districts might face substantial costs in ransom payments, 

system restoration, and legal liabilities post-breach. 

 

III. Educational Disruption: Cyberattacks can disrupt the learning process, with 

downtime affecting online learning platforms and access to digital resources. 

 

IV. Reputational Damage: A breach can erode trust among parents, students, and 

staff, impacting the school district's reputation. 

 

V. Legal and Compliance Issues: Schools hold sensitive data and are bound by 

laws like FERPA (Family Educational Rights and Privacy Act) in the U.S., 

making compliance breaches a serious legal issue. 
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C. Types of Data at Risk and Exploitation in Cybercrime 

Several types of data held by school districts are at risk, including: 

 

I. Student Records: Personal and academic records containing sensitive 

information that can be used for identity theft or other malicious purposes. 

 

II. Staff Information: Employee data, including personal details, payroll 

information, and bank details, which could be used for financial fraud. 

 

III. Intellectual Property: Educational content and proprietary research can be 

valuable for cybercriminals. 

 

IV. Operational Data: Information about school operations, security protocols, and 

IT infrastructure can be used to plan further attacks. 

 

D. The Ways Cybercriminals Can Exploit the Data: 

I. Identity Theft: Using personal information to impersonate individuals for 

fraudulent activities. 

 

II. Ransom and Blackmail: Threatening to release sensitive data unless a ransom is 

paid. 

 

III. Selling Data on the Dark Web: Personal and financial information can be sold 

on the dark web for further criminal activities. 
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4. Impact on the Medical Industry 

A. Critical Nature of Data in the Medical Industry 

The medical industry, encompassing hospitals, laboratories, dental practices, and health 

insurance companies, holds some of the most sensitive and critical data imaginable. This 

data is vital for these institutions' day-to-day operations and crucial for patients' privacy 

and well-being. Medical data is comprehensive, often containing personal identifiers, 

medical histories, treatment information, financial details, and insurance specifics. The 

integrity and confidentiality of this information are paramount, as it directly impacts 

patient care and privacy. 

 

B. Risks Associated with Exposure of Sensitive Information 

The exposure of sensitive data in the medical industry, a prime target for groups like 

Medusa, carries specific and grave risks: 

 

I. Identity Theft: The theft of Social Security Numbers and personal information 

can lead to identity theft, causing significant financial and reputational harm to 

patients. 

 

II. Medical Fraud: Misusing medical records can lead to fraudulent medical claims, 

corrupt medical histories, and incorrect treatments. 

 

III. Loss of Trust: Patients entrust medical institutions with their most personal 

information; a breach can severely damage this trust. 

 

IV. Operational Disruption: A cyberattack can cripple the functional capabilities of 

healthcare providers, impacting patient care and emergency services. 

 

V. Financial Ramifications: The cost of a breach in the medical industry is not just 

limited to ransom demands but also legal fees, fines, and the expense of restoring 

systems and data integrity. 
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C. HIPAA Regulations and Implications of Violation 

 

The Health Insurance Portability and Accountability Act (HIPAA) in the United States 

sets the standard for protecting sensitive patient data. Organizations in the medical 

industry must adhere to these regulations, which include ensuring the confidentiality, 

integrity, and availability of patient health information. 

 

Violations of HIPAA regulations, which can occur during a data breach, carry severe 

consequences: 

 

I. Legal Penalties: Entities can face substantial fines and legal actions if found non-

compliant with HIPAA standards during a breach. 

 

II. Reputational Damage: Violations can lead to a loss of reputation, affecting 

patient trust and institutional credibility. 

 

III. Financial Losses: Apart from fines, institutions may incur significant costs in 

remediation efforts and potential litigation. 
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5. List of Known Victims for 2023 

A. School Districts 

 

I. Minneapolis Public Schools 

▪ Date of Attack: March 

▪ Nature of Attack: Ransomware encryption of student records and administrative 

systems. 

▪ Impact: Severe disruption of online learning platforms, compromise of personal 

data of 36,370 students and staff 

 

II. Bishop Luffa School (England) 

▪ Date of Attack: March 13, 2023 

▪ Nature of Attack: Ransomware encryption of student records and administrative 

systems. 

▪ Impact: Severe disruption of online learning platforms, compromise of personal 

data of 1517 students aged 11 to 18 and staff. 

 

III. Uniondale School District 

▪ Enrollment: As of the 2023 school year, the district has a total enrollment of 

6,523 students. 

▪ Date of Attack: April 7, 2023 

▪ Nature of Attack: Cyber intrusion resulting in the unauthorized access and 

encryption of student and staff data systems. 

▪ Impact: Disruption of digital learning platforms, potential compromise of 

personal information of students and staff, and interruption of administrative 

operations. 

 

IV. St Landry Parish School Board 

▪ Date of Attack: July 31, 2023 

▪ Nature of Attack: Distributed Denial of Service (DDoS) attack, causing 

significant network disruptions. 

▪ Impact: Widespread interruption of digital learning platforms and online 

resources, affecting over 14,000 students across various schools in the district. 
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V. Emerson School District 

▪ Date of Attack: August 8, 2023 

▪ Nature of Attack: Sophisticated spear-phishing campaign leading to the 

compromise of administrative and educational systems. 

▪ Impact: Disruption of online educational platforms, potential exposure of 

sensitive student and staff data, and organizational operational challenges 

impacting around 1,200 students. 

 

VI. Great Valley School District 

▪ Date of Attack: October 29, 2023 

▪ Nature of Attack: A sophisticated cyberattack exploiting network vulnerabilities, 

resulting in unauthorized access to student and faculty data. 

▪ Impact: Disruption in digital educational services and potential exposure of 

personal information of over 4,000 students in Charlestown, East Whiteland, and 

Willistown townships and the borough of Malvern. 

 

VII. Hopewell Area School District 

▪ Date of Attack: November 7, 2023 

▪ Nature of Attack: Cyber intrusion involves the exploitation of a network 

vulnerability, leading to system-wide access. 

▪ Impact: Disruption of digital educational resources and platforms across the five 

schools, comprising Hopewell Elementary, Independence Elementary, Margaret 

Ross Elementary, Hopewell Memorial Junior High School, and Hopewell High 

School, affecting 2,107 students; potential compromise of student and staff 

personal data. 

 

VIII. Campbell County Schools 

▪ Date of Attack: December 11, 2023 

▪ Nature of Attack: Advanced ransomware attack targeting educational and 

administrative systems. 

▪ Impact: Disruption of learning and administrative platforms, affecting over 8,000 

students in the district; potential exposure of sensitive student and staff 

information. 
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IX. Glendale Unified School District 

▪ Date of Attack: December 11, 2023 

▪ Nature of Attack: Comprehensive cyberattack involving multiple malware 

forms, targeting educational and operational systems. 

▪ Impact: Widespread disruption across 20 elementary schools, four middle 

schools, four high schools, and three special facilities, affecting approximately 

20,000 students; potential compromise of extensive student, staff, and 

administrative data. 

 

X. Hinsdale School District 

▪ Date of Attack: December 11, 2023 

▪ Nature of Attack: Coordinated phishing attacks leading to unauthorized access 

and data breaches in educational and administrative systems. 

▪ Impact: Compromise of sensitive information related to students and staff, 

disruption of educational processes, and potential financial data exposure 

 

B. Medical Industry Entities 

      

I. Elim Clinic 

▪ Date of the Attack: February 3, 2023 

▪ Nature of Attack: Ransomware attack on patient management systems. 

▪ Impact: Disruption in patient care services, risk of patient data exposure.  

 

II. Scantibodies Laboratory, Inc. 

▪ Date of Attack: April 10, 2023 

▪ Nature of Attack: Targeted phishing attack leading to unauthorized access to 

proprietary research data. 

▪ Impact: Compromise of confidential research information, potential intellectual 

property theft, and disruption in research and development activities. 

 

III. Magnolia Care Center (A Veteran's Home) 

▪ Date of Attack: April 25, 2023 



Shadows in the System: Deciphering Medusa's Trend on Schools and Healthcare                                   Kraken IO 13 

▪ Nature of Attack: Cybersecurity breach involving unauthorized access to 

resident records and internal communication systems. 

▪ Impact: Compromise of veteran personal information, potential risk to privacy, 

and interruption of daily operational functionalities. 

 

IV. Westmead's Service (Australia) 

▪ Date of Attack: May 4, 2023 

▪ Nature of Attack: Advanced persistent threat (APT) targeting the network 

infrastructure, compromising patient and operational data. 

▪ Impact: Disruption of critical cancer network services, including outreach and 

Telehealth services, and potential exposure of confidential patient and family 

information. 

 

V. Farmacias Los Hidalgos (Dominican Republic) 

▪ Date of Attack: June 5, 2023 

▪ Nature of Attack: Ransomware attack leading to the encryption of critical 

operational and customer data systems. 

▪ Impact: Interruption of pharmacy services, risk of personal and health 

information leakage of customers, and potential operational delays. 

 

VI. Health Springs Medical Center 

▪ Date of Attack: July 18, 2023 

▪ Nature of Attack: Phishing attack leading to a breach of internal networks and 

unauthorized access to medical records. 

▪ Impact: Compromised patient confidentiality, potential misuse of sensitive 

medical data, and disruption of medical services and training programs. 

 

VII. Philippine Health Insurance Corporation (PhilHealth-Philippines) 

▪ Date of Attack: September 23, 2023 

▪ Nature of Attack: Ransomware attack with subsequent communication on the 

dark web for ransom negotiation. 

▪ Impact: Encryption of critical insurance data, potential risk to the privacy and 

security of insured individuals' information, and disruption of universal health 
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insurance services. Delay in response to the ransom demand complicates recovery 

efforts. 

 

VIII. Mount Carmel Care Center, Inc. (Ireland) 

▪ Date of Attack: October 31, 2023 

▪ Nature of Attack: Network infiltration resulting in unauthorized access to patient 

care and administrative systems. 

▪ Impact: Compromise of sensitive patient data across multiple facilities, 

disruption in care coordination and administrative functions, affecting operations 

in both the Northeast and Midwest, as well as the facility in Dublin, Ireland. 

 

IX. Community Hospital 

▪ Date of Attack: November 22, 2023 

▪ Nature of Attack: Email-based malware attack leading to the encryption of 

patient records and healthcare management systems. 

▪ Impact: Significant disruption of healthcare services for residents of Tallassee 

and surrounding areas, potential risk of confidential patient data exposure, and 

interruption in hospital operations. 

 

X. ACCU Reference Medical Lab 

▪ Date of Attack: December 6, 2023 

▪ Nature of Attack: Data breach resulting in the exfiltration of sensitive medical 

data and internal documents. 

▪ Impact: Over 1.2TB of data uploaded by attackers, potentially including 

confidential patient and business information, affects healthcare providers in 19 

states and over 750 employees. 

 

XI. Biomatrix LLC 

▪ Date of Attack: December 17, 2023 

▪ Nature of Attack: Ransomware attack with subsequent communication on the 

dark web for ransom negotiation. 

▪ Impact: Unknown at this time. 
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C. Analyzing the Attack Numbers for Both Sectors 

2023 witnessed a notable escalation in Medusa ransomware attacks targeting the 

education and healthcare sectors. These attacks were distributed evenly across these 

critical sectors, showcasing Medusa’s indiscriminate operational approach. A distinct 

pattern emerged, with the intensity of attacks peaking notably in the first and fourth 

quarters of the year, aligning strategically with the periods preceding the summer and 

holiday seasons. This trend underscores a calculated timing by the ransomware gang to 

maximize impact during these vulnerable periods. 
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6. Trend Analysis 

A. Increasing Frequency of Cyberattacks 

The rise in cyberattacks, particularly those targeting sectors like education and healthcare, 

can be attributed to several factors. Primarily, digitizing records and reliance on online 

systems have made these sectors more visible and attractive targets. Additionally, the 

high value of the data held by these institutions, be it personal, financial, or health-

related, presents a lucrative opportunity for cybercriminals. 

Common Vulnerabilities 

 

I. Outdated Equipment: Many institutions, especially those facing budget 

constraints, use obsolete hardware and software. These systems often lack the 

latest security updates and are more susceptible to breaches. 

 

II. Lack of Robust Security Measures: There is often a gap in implementing 

comprehensive security protocols, including firewalls, intrusion detection 

systems, and regular security audits. This lack of a robust cybersecurity 

infrastructure makes it easier for attackers to find and exploit vulnerabilities. 

 

III. Insufficient Employee Training: Employees are frequently the first defense 

against cyber threats. However, inadequate training on cybersecurity best 

practices leaves them ill-prepared to recognize or respond to threats like phishing 

attacks. 
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B. Influence of Social Media and Digital Footprints in 

Reconnaissance 

An emerging trend in the reconnaissance phase of cyberattacks involves using social 

media and other digital platforms. Staff members, often unknowingly, contribute to this 

vulnerability in several ways: 

 

I. Social Media Posts and Videos: Employees posting videos or updates from their 

workplace can inadvertently reveal critical information about the institution's 

infrastructure, IT systems, or operational procedures. This information can be 

valuable for attackers in planning their strategy. 

 

II. Exposure of Workplace Details: New social apps and trends encourage sharing 

workplace experiences. However, these shares can include glimpses of computer 

screens, badges, or other sensitive information that can be exploited. 

 

III. Phishing and Social Engineering: Attackers can use the information gleaned from 

these posts to craft convincing phishing emails or messages, leveraging familiar 

details to gain the trust of unsuspecting employees. 

 

This trend highlights the need for organizations to educate their staff about the risks 

associated with sharing workplace information online and to establish clear guidelines on 

what can and cannot be shared on social media or other digital platforms. Additionally, it 

underscores the importance of having a solid digital footprint policy and conducting 

regular training on data privacy and cybersecurity awareness. 
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7. Mitigation Strategies 

A. Preventing Cyberattacks 

Regular Software and System Updates: Keeping all software and systems up-to-date is 

crucial. This includes installing patches and updates that fix security vulnerabilities. 

 

I. Robust Security Infrastructure: Implementing a solid security infrastructure, 

including firewalls, anti-virus programs, intrusion detection and prevention 

systems, and secure Wi-Fi networks. 

 

II. Employee Training and Awareness Programs: Conduct regular training sessions 

for employees on cybersecurity best practices, recognizing phishing attempts, and 

safe internet practices. 

 

III. Strong Password Policies and Authentication Protocols: Enforcing strong 

password policies and using multi-factor authentication can significantly reduce 

the risk of unauthorized access. 

 

IV. Regular Backups: Regularly backing up data and storing it securely (preferably 

off-site or in a cloud service with solid security measures) ensures data 

availability in case of a ransomware attack. 

 

V. Incident Response Plan: Develop and regularly update an incident response plan 

to ensure a quick and effective response to security breaches. 

 

B. Best Practices for Cybersecurity in Education and Healthcare 

Sectors 

a) Education Sector Best Practices 

 

I. Network Segmentation: Separating sensitive data and systems from the rest of the 

network to limit access and potential damage in the event of a breach. 

 

II. Student and Staff Data Protection: Implementing encryption and access controls 

for student and staff data. 
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III. Regular Security Audits: Conducting periodic security audits to identify and 

address vulnerabilities. 

 

b)     Healthcare Sector Best Practices 

 

I. Compliance with HIPAA and Other Regulations: Ensuring strict adherence to 

HIPAA and other relevant regulations to protect patient information. 

 

II. Controlled Access to Patient Data: Implementing strict access controls and 

monitoring systems to track who accesses patient data and when. 

 

III. Secure Communication Channels: Utilizing encrypted communication channels 

for transmitting sensitive health information. 

 

c) Standard Practices for Both Sectors 

        

I. Cybersecurity Insurance: Invest in cybersecurity insurance to mitigate financial 

losses in a cyberattack. 

 

II. Community Collaboration and Information Sharing: Collaborating with other 

institutions and industry groups for sharing information about threats and best 

practices. 

 

III. Regular Risk Assessments: Conducting risk assessments to identify potential 

security gaps and areas for improvement. 

 

Implementing these mitigation strategies and best practices is vital for enhancing the 

cybersecurity posture of educational and healthcare institutions. It is a continuous process 

that involves staying updated with the latest security trends and threats, adapting to new 

technologies, and maintaining a culture of cybersecurity awareness within the 

organization. 
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8. Conclusion 

The case of Medusa Ransomware vividly illustrates the growing trend of cyberattacks on 

critical sectors like education and healthcare. In our progressively digital world, this 

scenario emphasizes a vital truth: the significance of cybersecurity awareness and 

preparedness is paramount. 

 

As organizations increasingly rely on digital infrastructure, the stakes in cybersecurity 

have never been higher. Education and healthcare institutions, with their wealth of 

sensitive information, are particularly vulnerable. The Medusa Ransomware symbolizes 

the sophisticated and evolving nature of these sectors' cyber threats. 

 

The necessity for robust cybersecurity measures is apparent. It's not just about protecting 

data; it's about safeguarding the trust and well-being of students, patients, and the wider 

community. These attacks aren't just digital offenses; they have real-world consequences, 

disrupting essential services and risking personal information. 

 

The lesson from Medusa Ransomware is stark: cybersecurity is not an optional extra but 

a fundamental component of organizational health and safety. It requires continuous 

vigilance, regular updates to defense strategies, and a culture that prioritizes and 

understands the importance of cybersecurity. 

 

In conclusion, while Medusa is a compelling example of cyber threats, the message 

extends beyond this case. In the digital age, all organizations, especially those in crucial 

sectors like education and healthcare, must recognize the critical need for cybersecurity 

and take proactive steps to implement comprehensive protection measures. 

 

 

 

 

 

 

 

 



Shadows in the System: Deciphering Medusa's Trend on Schools and Healthcare                                   Kraken IO 21 

10. Resources 

 

American Heart Association. (2023, 12 6). HHS releases cybersecurity strategy for the health 

care sector. Retrieved from aha.org: https://www.aha.org/news/headline/2023-12-06-hhs-

releases-cybersecurity-strategy-health-care-sector 

 

Education Week. (2023, 8 17). Schools Are a Top Target of Ransomware Attacks, and It’s Getting 

Worse. Retrieved from edweek.org: https://www.edweek.org/technology/schools-are-a-

top-target-of-ransomware-attacks-and-its-getting-worse/2023/08 

 

Government Technology. (2023, 5 2). Report: Ransomware Attacks on Schools Increased in Q1 

2023. Retrieved from govtech.com: https://www.govtech.com/education/k-12/report-

ransomware-attacks-on-schools-increased-in-q1-2023 

 

Medusa. (2023, 12). Retrieved from Medusa Blogs in the dark web. 

 

The United States Department of Health and Human Services. (2023, 12 6). HHS Announces 

Next Steps in Ongoing Work to Enhance Cybersecurity for Health Care and Public 

Health Sectors. Retrieved from hhs.gov: 

https://www.hhs.gov/about/news/2023/12/06/hhs-announces-next-steps-ongoing-work-

enhance-cybersecurity-health-care-public-health-sectors.html 

 

 

 

 

 

 

 

 

 

 


